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during a given calendar year must re-
port to BIS within 90 days of an inspec-
tion on its total costs related to that 
inspection. Although not required, 
such reports should identify categories 
of costs separately if possible, such as 
personnel costs (production-line, ad-
ministrative, legal), costs of producing 
records, and costs associated with 
shutting down chemical production or 
processing during inspections, if appli-
cable. This information should be re-
ported to BIS on company letterhead 
at the address given in § 716.6(d) of the 
CWCR, with the following notation: 
‘‘AATTN: Report of Inspection-related 
Costs.’’ 

§ 717.5 Post-inspection activities. 
BIS will forward a copy of the final 

inspection report to the inspected fa-
cility for their review upon receipt 
from the OPCW. Facilities may submit 
comments on the final inspection re-
port to BIS, and BIS will consider 
them, to the extent possible, when 
commenting on the final report. BIS 
will also send facilities a post-inspec-
tion letter detailing the issues that re-
quire follow-up action and the date on 
which the report on inspection-related 
costs (see § 717.4 of the CWCR) is due to 
BIS. 
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REPORTED 

AUTHORITY: 22 U.S.C. 6701 et seq.; E.O. 13128, 
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§ 718.1 Definition. 
The Chemical Weapons Convention 

Implementation Act of 1998 (‘‘the Act’’) 
defines confidential business informa-
tion as information included in cat-
egories specifically identified in sec-
tions 103(g)(1) and 304(e)(2) of the Act 
and other trade secrets as follows: 

(a) Financial data; 
(b) Sales and marketing data (other 

than shipment data); 
(c) Pricing data; 
(d) Personnel data; 
(e) Research data; 
(f) Patent data; 
(g) Data maintained for compliance 

with environmental or occupational 
health and safety regulations; 

(h) Data on personnel and vehicles 
entering and personnel and personal 
passenger vehicles exiting the site; 

(i) Any chemical structure; 
(j) Any plant design, process, tech-

nology or operating method; 
(k) Any operating requirement, 

input, or result that identifies any type 
or quantity of chemicals used, proc-
essed or produced; 

(l) Any commercial sale, shipment or 
use of a chemical; or 

(m) Information that qualifies as a 
trade secret under 5 U.S.C. 552(b)(4) 
(Freedom of Information Act), provided 
such trade secret is obtained from a 
U.S. person or through the U.S. Gov-
ernment. 

718.2 Identification of confidential 
business information. 

(a) General. Certain confidential busi-
ness information submitted to BIS in 
declarations and reports does not need 
to be specifically identified and 
marked by the submitter, as described 
in paragraph (b) of this section. Other 
confidential business information sub-
mitted to BIS in declarations and re-
ports and confidential business infor-
mation provided to the Host Team dur-
ing inspections must be identified by 
the inspected facility so that the Host 
Team can arrange appropriate marking 
and handling. 

(b) Confidential business information 
contained in declarations and reports. (1) 
BIS has identified those data fields on 
the declaration and report forms that 
request ‘‘confidential business informa-
tion’’ as defined by the Act. These data 
fields are identified in the table pro-
vided in Supplement No. 1 to this part. 

(2) You must specifically identify in 
a cover letter submitted with your dec-
laration or report any additional infor-
mation on a declaration or report form 
(i.e., information not provided in one of 
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